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1 Introdução

Este documento descreve os requisitos que devem ser atendidos pelos softwares de

Sistema de Registro Eletrônico Imobiliário (SREl).

Tais requisitos devem ser utilizados pelos desenvolvedores e fornecedores para

direcionar as implementações de software de SREl.

O processo de certificação de software SREl verifica a conformidade do software em

relação ao atendimento destes requisitos.

.'
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2 Visão geral da organização dos requisitos para software

SREl

Esta seção apresenta uma visão geral da organização dos requisitos para software

SREl, abordando os seguintes tópicos:

• Escopo de componentes do SREl envolvidos na certificação;

• Organização dos requisitos;

• Obrigatoriedade do atendimento dos requisitos.

2.1 Escopo de componentes do SREl envolvidos na certificação

O processo de certificação do software SREl envolve não somente do programa

SREl, mas também os componentes que o compõe. A seguir está apresentada uma

relação de componentes que são considerados como integrantes do SREl:

• SGBD (Banco de Dados) e conectores;

• Arquitetura do S-RES (cliente/servidor, ASP, Mainframe, etc);

• Componentes do tipo web dinâmicos (Applet, ActiveX, etc);

• Sistema de diretórios (AD, LDAP, etc);

• GED.

Ao submeter um software de SREl para um processo de certificação, o solicitante

deve identificar e descrever cada um de seus componentes, além do ambiente

operacional utilizado para sua execução. A descrição deve incluir a infraestrutura

necessária para o S-RES funcionar corretamente, incluindo todos os componentes

de hardware e software que serão utilizados no processo de certificação, além dos

respectivos parâmetros que devam ser eventualmente ajustados.
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2.2 Obrigatoriedade do atendimento dos requisitos

O Quadro 1 apresenta a classificação utilizada para indicar o nível de

obrigatoriedade do atendimento de cada requisito.

Quadro 1 - Classificação da obrigatoriedade do atendimento dos requisitos.

Código Obrigatoriedade do
atendimento do requisito

Descrição

0 Obrigatório 0 requisito deve atendido de forma integral

oc Obrigatório condicional 0 atendimento integral ao requisito é obrigatório
somente quando for satisfeita uma determinada
condição.

R Recomendado 0 atendimento integral ao requisito não é obrigatório,
porém sendo recomendada sua adoção.

RC Recomendado condicional 0 atendimento integral ao requisito não é obrigatório,
porém sendo recomendada sua adoção, somente
quando for satisfeira uma determinada condição.

F Facultativo 0 atendimento ao requisito é opcional.

NA Não se aplica 0 requisito não se aplica a esta entidade.
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Esta seção apresenta a relação de requisitos que devem ser implementados pelo

software de Sistema de Registro Eletrônico Imobiliário (SREl).

Os requisitos foram organizados em áreas e grupos de requisitos a fim de facilitar

seu entendimento. O Quadro 2 apresenta esta organização.

Quadro 2 -Áreas e grupos de requisitos.

Área de requisitos Grupo de requisitos

SEG Segurança CV Controle de versão do software

GU Gerenciamento de usuários

IAU Identificação e autenticação dos usuários

CSU Controle da sessão do usuário

ACA Autorização e controle de acesso

IDR Integridade e disponibilidade dos registros
eletrônicos

SCC Segurança dos canais de comunicação

RE Rastreabilidade dos eventos

T Tempo

NO Notificação de ocorrências

DS Documentação do software

AD Assinatura digital Certificado digital

Assinatura digital

Carimbo de tempo

Certificado de atributo

DAD Modelo de dados IM Imóvel e matrícula

Pessoa

Pedido

FUNC Funcionalidades Geral

Atendimento presencial

Recepção de títulos

Análise do pedido - captura incial

Análise do pedido

Verificação do contraditório
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Primeira qualificação eletrônica da matrícula

Qualificação e análise

Verificação de valores

Consultas automáticas

Tratamento e suscitação de dúvidas

Controle do prazo de prenotação

Consultas internas ao sistema

Geração do protótipo do resultado do pedido

Liberação do pedido

Entrega do pedido

Interação com SAEC

DE Documento eletrônico

As seções a seguir detalham cada uma destas áreas de requisitos.
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3.1 Segurança

^.sta seção apresenta os requisitos relacionados à segurança do SREl.

Observação: No contexto deste documento, o termo "registro" possui duplo sentido. Pode se referir ao "registro imobiliário"

ou ao "registro de eventos" no sentido de log. Para evitar esta situação, sempre que possível, quando for necessário se

referir ao "registro de logs" será utilizado o termo "anotação de evento".

Os requisitos de segurança para software SREl foram divididos nas seguintes áreas:

• Controle de versão do software;

• Gerenciamento de usuários;

• Identificação e autenticação dos usuários;

• Controle da sessão do usuário;

• Autorização e controle de acesso;

• Integridade e disponibilidade dos registros eletrônicos;

• Segurança dos canais de comunicação;

• Rastreabilidade dos eventos;

• Tempo;

• Notificação de ocorrências;

Documentação do software.
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3.1.1 Controle de versão do software

A utilização de controle da versão do software possibilita associar problemas, funcionalidades e estágio de certificação a uma

determinada versão. É um controle importante para a segurança do ciclo de vida do software e, também, para o processo de

certificação do software.

Referência Requisito Origem Descrição P

SEG.CV.01 Versão do

software

ABNT NBR ISO/IEC
27002:2005 seção
12.5.1

Todos os componentes do software SREl DEVEM possuir controle de versão de software.

0 SREl DEVE possuir funcionalidade que permita a visualização, por qualquer usuário, da
versão dos componentes de software utilizados. Para cada componente DEVE constar 0
nome do componente 0 nome do fornecedor e a versão do componente.

0

SEG.CV.02 Controle de

versões do

software

0 fornecedor DEVE possuir um repositório estruturado contendo todas as versões dos
componentes (executáveis e códigos-fonte).

A partir de uma determinada versão do software de um componente DEVE ser possível
resgatar 0 código fonte associado, possibilitando recuperar 0 código fonte para geração do
componente.

0

3.1.2 Gerenciamento de usuários

Referência Requisito Origem Descrição P

SEG.GU.01 Identificação
única do usuário

ABNT NBR ISO/IEC
27002:2005 seção
11.5.2

Todo usuário DEVE possuir um identificador único no sistema, fundamental para a
autenticação do usuário, rastreabilidade de eventos, auditoria e segregação de funções.

Antes da criação de um identificador para um usuário, 0 sistema DEVE verificar a
existência de duplicidade de cadastro deste usuário no sistema (seja um usuário ativo ou

O
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não ativo) consultando a base de usuários: nome, CPF, etc.

SEG.GU.02 Gerenciamento

de usuários

0 sistema DEVE suportar o gerenciamento dos usuários do sistema com suporte às
seguintes funcionalidades:

a. Criação, modificação e inativação de identificadores de usuários;

b. Criação, modificação e remoção de perfis de usuários.

0

SEG.GU.03 Remoção de
usuários

0 sistema NÀO DEVE permitir a remoção de identificadores de usuário do sistema.
Quando necessário, deve o usuário deve ser inativado, ao invés de removido.

0

f

SEG.GU.04

-

Papeis de
usuários

ABNT NBR ISO/IEC
27002:2005 seção
11.2.2

0 sistema DEVE suportar ou permitir configurar, no mínimo, os seguintes perfis de
usuários do sistema (não necessariamente com os mesmos nomes):

• Solicitante (somente se disponibilizar interface para clientes);

• Operador de registro imobiliário:

o Oficial;

o Escrevente;

o Atendente;

o Gestor: gerenciamento de usuários e de perfis de usuários.

• Operador de TI:

o AdministradorTI: configuração de parâmetros de TI do sistema;

o OperadorTI: Iniciação, encerramento e monitoração do sistema;

o AuditorTI: Para as atividades de auditoria operacional. Possui privilégio de
observar todos os registros (logs) e dados, porém não possui privilégio para
realizar alterações.

• Corregedor.

Tais perfis DEVEM estar associados de forma adequada a privilégios de acesso a funções
do sistema.

0

SEG.GU.05 Associação de
usuário a

0 sistema DEVE permitir que um usuário possa ser associado a mais que um perfil. 0
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3.1.3 Identificação e autenticação dos usuários

A identificação dos usuários permite discriminar cada usuário individualmente em um acesso ao sistema. Nos sistemas de software,

a identificação é realizada através da associação de um identificador de usuário à pessoa.

A autenticação de usuário é o ato de confirmar uma identidade alegada por uma pessoa. A autenticação pode utilizar um ou mais

fatores de autenticação, baseado em conhecimento, posse ou característica da pessoa.

Referência Requisito Origem Descrição P

SEG.IAU.01 Identificação e
autenticação do
usuário

ABNT NBR ISO/IEC

27002:2005 seção
11.5.2

O sistema DEVE exigir a identificação e autenticação de cada usuário antes do acesso a
operações ou informações restritas.

Este controle NÃO DEVE estar presente para operações ou informações de caráter público
irrestrito.

O

SEG.IAU.02 Método de

autenticação do
usuário

O sistema DEVEsuportar, no mínimo, dois métodos de autenticação:

a. Autenticação baseada em senha;

b. Autenticação baseada em certificado digital (chaves assimétricas).

O

SEG.IAU.03 Procedimento

de entrada no

sistema {login)

ABNT NBR ISO/IEC

27002:2005 seção
11.5.1

O procedimento de entrada no sistema (login) DEVE ser configurado para minimizar a
oportunidade de acesso não autorizado. O sistema de entrada DEVE:

a. Mostrar um aviso que o sistema deve ser acessado somente por usuários autorizados;

b. Bloquear o usuário após exceder o número máximo de tentativas de entradas no
sistema {login) sem sucesso. O número máximo de tentativas de entradas no sistema
{login)sem sucesso deve ser um parâmetro configurável no sistema;

O
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c. Limitar o tempo máximo permitido para o procedimento de entrada:

d. Mostrar as seguintes informações após a finalização com sucesso do procedimento de
entrada no sistema:

o Instante da última entrada no sistema {login) com sucesso;

o Detalhes de tentativas de entrada no sistema {login) sem sucesso, desde a
última entrada com sucesso.

SEG.IAU.04 Proteção dos
parâmetros de
autenticação

ABNT NBR ISO/IEC

27002:2005 seção
11.5.3

Todos os dados ou parâmetros críticos utilizados no processo de autenticação de usuário
DEVEM ser armazenados de forma protegida.

Os dados ou parâmetros críticos utilizados no processo de autenticação DEVEM ser
armazenados separadamente dos dados do sistema da aplicação.

O

SEG.IAU.05 Autenticação
por senha:
procedimento
de entrada no
sistema {login)

ABNT NBR ISO/IEC
27002:2005 seção
11.5.1

O procedimento de entrada no sistema {login), quando da utilização do método de
autenticação baseada em senha DEVE:

a. Ocultar a senha que está sendo informada pelo usuário;

b. Não transmitir a senha em texto claro;

c. Validar as informações de entrada no sistema somente quando todos os dados de
entrada estiverem completos (identificador do usuário, senha e outros que
eventualmente sejam necessários). Caso ocorra alguma condição de erro, o sistema
NÃO DEVE indicarqual parte do dado de entrada está correta ou incorreta;

O

SEG.IAU.06 Autenticação
por senha:
proteção dos
parâmetros
críticos

ABNT NBR ISO/IEC

27002:2005 seção
11.5.3

O sistema DEVE possuir os seguintes controles para autenticação baseada em usuário e
senha:

a. A senha DEVE ser armazenada de forma codificada utilizando algoritmo hash;

b. A base de armazenamento da codificação das senhas dos usuários DEVE ser
protegida contra acesso não autorizado.

0

-

SEG.IAU.07 Autenticação
por senha:
escolha da

senha

ABNT NBR ISO/IEC

27002:2005 seção
11.5.3

O sistema DEVE possuir interface para que o próprio usuário modifique sua própria senha,
incluindo um procedimento de confirmação da senha para evitar erros.

0

Titulo Versão Classificação Página

PROJETO SREl: PA 1.9.5-

Requisitos para Software SREl
V1.2.M2 LSI-TEC:Restrito 13/71



ÉÉ/20Z7
lobofotàfiodf Simmot /n*orc:>#;í T^mlógico

Otcxna br

SEG.IAU.08 Autenticação
por senha:
qualidade da
senha

ABNT NBR ISO/IEC
27002:2005 seção
11.5.3

O sistema DEVE verificar a qualidade da senha no momento de sua definição ou alteração
pelo usuário.

O sistema DEVE suportar a configuração dos parâmetros de qualidade da senha dos
usuários, permitindo configurar, no mínimo:

a. Quantidade mínima de caracteres que compõe a senha;

b. Quantidade mínima de caracteres não alfabéticos.

O

SEG.IAU.09 Autenticação
por senha:
análise de

dicionário

ABNT NBR ISO/IEC
27002:2005 seção
11.3.1.d.3

O sistema DEVE verificar a qualidade da senha no momento de sua definição ou alteração
pelo usuário, verificando no momento da sua escolha pelo usuário se é vulnerável a ataque
por dicionário.

R

SEG.IAU.10 Autenticação
por senha:
periodicidade da
troca de senhas

ABNT NBR ISO/IEC

27002:2005 seção
11.5.3.d

O sistema DEVE suportar a funcionalidade de forçar a troca periódica da senha pelo
usuário. Esta funcionalidade DEVE poder ser habilitada ou desabilitada para cada usuário
ou classe de usuário (por exemplo, pode não ser conveniente aplicar este controle aos
clientes do cartório, somente aos colaboradores do cartório).

O período máximo para troca da senha DEVEser um parâmetro configurável no sistema.

O

SEG.IAU.11 Autenticação
por senha:
reutilização da
senha:

ABNT NBR ISO/IEC
27002:2005 seção
11.5.3T

O sistema DEVE suportar a funcionalidade de impedira reutilização das últimas "N"senhas
utilizadas pelo usuário.

A quantidade "N"das últimas senhas que não podem ser reutilizadas pelo usuário DEVE
ser um parâmetro configurável no sistema.

O

SEG.IAU.12 Autenticação
por certificado
digital: segredo
da chave

privada

A chave privada associada à autenticação DEVEser de conhecimento e acesso único do
usuário.

0

SEG.IAU.13 Autenticação
por certificado
digital: validação
do certificado

RFC 5280

ICP-Brasil

O certificado digitalDEVEser verificado segundo o estabelecido na RFC 5280 e nas
normalizações da ICP-Brasil, incluindo:

a. Verificação da revogação do certificado digital;

0

Título Versão Classificação Pagina

PROJETO SREl: PA 1.9.5-

Requisitos para Software SREl
V1.2.M2 LSI-TEC:Restrito 14/71



nmü
•• i timoUgic

IProcesso:Jâ^--&$ÍL __j
co'ha: 3_ã- S__
ÍFunc: fflf

digital b. Verificação da aderência do propósito de uso do certificado digital.

SEG.IAU.14

1

Autenticação
por certificado
digital:
Irretratabilidade

da autenticação:

A autenticação realizada através de certificado digital DEVE gerar prova de forma a
garantir a irretratabilidade da autenticação realizada.

0 elemento de prova DEVE ser armazenado em local apropriado de forma que possa ser
validado no futuro.

0 elemento de prova DEVE agregar todos os elementos necessários para sua validação
(cadeias de certificação, certificados dos signatários e informações de revogação).

0

SEG.IAU.15 Autenticação
por certificado
digital:
requisitos ICP-
Brasil

ICP-Brasil A biblioteca criptográfica utilizada pelo sistema DEVE atender aos requisitos para software
de autenticação definidos pela ICP-Brasil no MCT5-Vol1-Requisitos [REF]

0

SEG.IAU.16 Autenticação
por certificado
digital:
homologação
ICP-Brasil

ICP-Brasil A biblioteca criptográfica utilizada na autenticação DEVE ter homologação "software de
autenticação' da ICP-Brasil.

0

SEG.IAU.17 Autenticação
por certificado
digital:
certificado ICP-

Brasil:

ICP-Brasil A biblioteca criptográfica utilizada pelo sistema DEVE ser capaz identificar se o certificado
digital utilizado na autenticação é de uma cadeia da ICP-Brasil ou de uma outra cadeia.

Observação: A cadeia de certificado, em algumas situações, poderá ser de outra cadeia,
por exemplo, na situação de convênios com entidades do exterior.

0

SEG.IAU.18 Autenticação
dos funcionários

Os usuários que possuem perfis associados a funcionários DEVEM ser autenticados por
meio de assinatura digital.
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3.1.4 Controle da sessão do usuário

A sessão do usuário corresponde à seqüência de interações que ocorrem entre o usuário e sistema, da sua autenticação até o

encerramento da sua interação com o sistema.

Referência Requisito Origem Descrição P

SEG.CSU.01 Controle da

sessão do

usuário

O sistema DEVE realizar o controle da sessão do usuário, desde a autenticação do usuário
até o encerramento da sua sessão de uso.

O

SEG.CSU.02 Segurança
contra roubo da

sessão do

usuário

O sistema DEVE possuir controles de segurança de forma a impedir a possibilidade de
roubo da sessão do usuário.

O

SEG.CSU.03 Encerramento

por inatividade
ABNT NBR ISO/IEC
27002:2005 11.5.5

O sistema DEVE encerrar a sessão do usuário após um determinado período de
inatividade.

0 período máximo de inatividade DEVEser um parâmetro configurável no sistema.

0

SEG.CSU.04 Invalidação
após
encerramento

do objeto de
controle de

sessão

0 sistema DEVE invalidar o objeto de controle de sessão do usuário após encerramento da
sessão (seja por logout' ou timeout2), de forma a evitar a reutilização do objeto de controle
da sessão de forma não autorizada.

0

1Finalização da sessão executada pelo usuário ao selecionar a opção sair ou fechar o sistema.

2Expiração de sessão após tempode inatividade configurável.
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Func:
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Previsibilidade

do objeto de
controle de

sessão

Os valores utilizados nos objetos de controle de sessão DEVEM ser gerados de modo a
impossibilitar a previsibilidade do seu valor.

0

Limitação de
horário para
determinadas
operações

ABNT NBR ISO/IEC

27002:2005 seção
11.5.6

0 sistema DEVE suportar a configuração de restrição de horário de acesso a operações
sensíveis.

R

3.1.5 Autorização e controle de acesso

A autorização representa a habilidade de definir quais entidades (pessoa ou processo) podem fazer uso de um recurso (operação,

dado, etc).

O controle de acesso representa a habilidade de permitir ou negar a utilização de um recurso (operação, dado, etc) por uma

entidade (pessoa ou processo) autenticada.

Referência Requisito Origem Descrição P

SEG.ACA.01 Impedir o
acesso por

entidades não

autorizadas

ABNT NBR ISO/IEC

27002:2005 seção
11.6.1

O sistema DEVE impedir o acesso por entidades não autorizadas a operações ou
informações restritas.

O

SEG.ACA.02 Configuração do
controle de

acesso

ABNT NBR ISO/IEC

27002:2005 seção
11.6.1

O sistema DEVE disponibilizar mecanismos para que seja possível implementar a política
de controle de acesso através da configuração dos perfis de acesso, considerando os
papeis do usuário e as operações que podem ser realizadas, inclusive permitindo a
diferenciação de operações de consulta, de inclusão, de alteração e de remoção,

O
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considerando também que um mesmo usuário pode assumir mais que um papel.

SEG.ACA.03 Controle de

acesso aos

dados do SREl

ABNT NBR ISO/IEC

27002:2005 seção
11.6.1

0 acesso aos dados do SREl DEVE ser realizado somente pelos canais autorizados, com
atuação obrigatória do mecanismo de controle de acesso. 0 sistema NÃO DEVE permitir
acesso aos dados do SREl por canais não autorizados

0

SEGACA.04 Delegação de
privilégio

Caso o sistema implemente delegação de privilégios, DEVEM ser atendidos os requisitos
descritos a seguir.

Na delegação de privilégio, o atribuidor é aquele responsável por autorizar a delegação do
privilégio e o delegado aquele quem recebe a delegação do privilégio.

Para definição de uma delegação de privilégio, o sistema DEVE:

a. Verificar se o atribuidor está previamente autorizado para delegar o privilégio:

b. Formalizar a delegação de privilégio, através de um documento assinado
digitalmente pelo atribuidor e armazenar o documento em repositório apropriado;

c. Anotar (log) a efetivação da delegação de privilégio;

0 sistema DEVE gerar anotação (log) da delegação de privilégio, informando:

• 0 atribuidor;

• 0 delegado;
• 0 motivo;

• 0 instante da delegação;
• 0 período de vigência.

0 sistema, antes do uso de uma delegação de privilégio, DEVE verificar seu período de
vigência.

0

c

3.1.6 Integridade e disponibilidade dos registros eletrônicos

Referência Requisito Origem Descrição P
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SEG.IDR.01 Verificação da
integridade dos
livros

eletrônicos

0 sistema DEVE permitir a verificação de integridade dos livros eletrônicos.

A verificação de integridade DEVE ocorrer:

• No momento da iniciação do sistema;
• No mínimo, uma vez a cada dia.

0

SEG.IDR.02 Verificação da
integridade dos
registros
eletrônicos

0 sistema DEVE possuir funcionalidade para verificação da integridade da base de dados
a partir dos livros eletrônicos.

0 sistema do cartório DEVE permitir configurar a periodicidade com que tal verificação de
integridade é realizada.

0

SEG.IDR.03 Exportação dos
registros
eletrônicos

0 sistema DEVEpossuir funcionalidade para exportação dos registros eletrônicos.

Os registros DEVEM ser exportados na forma de arquivos, em uma estrutura hierárquica
equivalente à organização arquivística. Os metadados associados ao registro ou ao nó de
agrupamento DEVEM ser exportados também na forma de arquivos estruturados em
campos XML do tipo atributo-valor.

0

SEG.IDR.04 Importação dos
registros
eletrônicos

0 sistema DEVE possuir funcionalidade para importação de registros eletrônicos. 0

SEG.IDR.05 Impedir
exclusão e

modificação de
registros
eletrônicos

0 sistema NÃO DEVE permitir a exclusãoou a modificação de registroseletrônicos.
Ações de correção DEVEM sempre preservar os dados anteriores.

0

3.1.7 Segurança dos canais de comunicação

Referência Requisito Origem Descrição
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SEG.SCC.01 Segurança da
comunicação de
componentes
remotos para
acesso do

usuário

ABNT NBR ISO/IEC
27002:2005 seção
10.9.2

Caso o sistema disponibilize um componente remoto para viabilizar a interação com o
usuário (por exemplo, um browser WEB), a comunicação deste componente com o
restante do sistema DEVE suportar os seguintes serviços de segurança: autenticação do
servidor, integridade de dados e confidencialidade dos dados (por exemplo, através da
utilização do protocolo HTTPS).

O

SEG.SCC.02 Segurança da
comunicação
entre

componentes
distribuídos

ABNT NBR ISO/IEC

27002:2005 seção
10.9.2

Caso o sistema seja composto por componentes distribuídos, a comunicação entre tais
componentes (por exemplo, comunicação com banco de dados) DEVE suportar os
seguintes serviços de segurança: autenticação dos parceiros da comunicação (cliente e
servidor), integridade dos dados e a confidencialidade dos dados. Além disso, deve ser
restrito aos parceiros previamente autorizados.

O

SEG.SCC.03 Segurança da
comunicação
com entidades

externas

ABNT NBR ISO/IEC

27002:2005 seção
10.9.2

A comunicação do sistema com entidades externas DEVE ser realizada através de canais
com suporte aos seguintes serviços de segurança: autenticação de parceiro, integridade de
dados e confidencialidade de dados.

O

3.1.8 Rastreabilidade dos eventos

Arastreabilidade dos eventos que ocorreram no sistema é possível quando são geradas e mantidas anotações3 adequadas sobre

os eventos (logs) que ocorreram no sistema.

3Neste documento o termo "anotação de evento" será utilizado preferencialmenteem substituiçãoao termo "registro" ("log"), a fim de diferenciar do "registro

eletrônico imobiliário".
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Processo:

Folha:
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Func: ffif

"Convém que os registros4 (log) de auditoria contendo atividades dos usuários, exceções e outros eventos de segurança da
informação sejam produzidos e mantidos por um período de tempo acordado para auxiliar em futuras investigações e

Tionitoramento de controle de acesso" (ISO/IEC 27002, p.61).

Referência Requisito Origem Descrição P

SEG.RE.01 Geração
contínua de

anotações de
eventos {logs)

ABNT NBR ISO/IEC
27002:2005 seção
10.10.1

O sistema DEVE realizar a geração de anotações dos eventos {logs) relevantes do sistema
de forma contínua, não permitindo sua desativação.

O

SEG.RE.02 Alerta de

espaço crítico
para

armazenamento

das anotações
dos eventos

{logs)

O sistema DEVE gerar alerta quando o espaço para armazenamento das anotações de
eventos {logs) atingir um limiar crítico de ocupação, a fim de permitir tomada de ações
corretivas a tempo.

O

Integridade das
trilhas de

auditoria

ABNT NBR ISO/IEC

27002:2005 seção
10.10.3

O sistema DEVE proteger as anotações de eventos {logs) presentes nas trilhas de auditoria
contra acesso não autorizado.

O

SEG.RE.03 Eventos
anotados

ABNT NBR ISO/IEC

27002:2005 seção
10.10.2, 10.10.4 e
10.10.5

As trilhas de auditoria DEVEM conter informações relacionadas, no mínimo, aos seguintes
eventos:

• Criação e modificação de registros eletrônicos;
• Operações privilegiadas;
• Atividades de gerenciamento do ciclo de vida dos usuários e perfis;

O

4Otermo "registro" destacitação é equivalente ao termo "anotação de eventos" (log) utilizado preferencialmente nestedocumento.
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• Delegação de privilégio;
• Exportação e importação de registros eletrônicos;
• Exportação de registros de auditoria;
• Acesso aos registros de auditoria;
• Iniciação e encerramento do sistema
• Tentativa de autenticação de usuário e seu resultado (sucesso ou falha);
• Expiração e bloqueio do identificador do usuário;
• Execução de atividades de verificação de integridade dos registros eletrônicos e

seus resultados;
• Realização de assinatura digital.

SEG.RE.04 Conteúdo da
anotação de
evento (log)

ABNT NBR ISO/IEC

27002:2005 seção
10.10.1

As anotações de eventos (logs) DEVEM conter, no mínimo, as seguintes informações:

• Instante de ocorrência (data e hora);
• Descrição do evento;
• Nível de criticidade;
• Quando relevante, a identificação do componente, terminal e usuário associado.

O

SEG.RE.05 Interface para
visualização das
anotações de
eventos

O sistema DEVE possuir uma interface para visualização das anotações de eventos (logs).
No mínimo, o sistema DEVE suportar a visualização das anotações em ordem cronológica.
Tal interface DEVE possuir acesso restrito somente aos usuários autorizados.

0

SEG.RE.06 Exportação dos
registros de
auditoria

O sistema DEVE permitir a exportação dos dados de auditoria de tal forma que possam ser
visualizados em aplicativo externo de planilhas.

O

3.1.9 Tempo

Referência Requisito Origem Descrição P
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SEG.T.01 Formato da

representação
de tempo (data
e hora)

Toda marcação de tempo (data e hora) presente em anotações de eventos (logs)
exportados DEVE ser representada no formato estabelecido pela ISO 8601:2004 e RFC
3339, incluindo o horário local e sua diferença para o UTC. Exceção somente do carimbo
de tempo, que segue RFC 3161.

Exemplo: evento no dia 12 de abril de 1985, ocorrido às 10 horas, 15 minutos e 30
segundos no horário de Brasília, fora do horário de verão, que corresponde a 3 horas atrás
do UTC {Coordinated Universal Time). Sintaxe: 1985-04-12T10:15:30-03:00.

O

SEG.T.02 Fonte de

sincronismo de

tempo

ABNT NBR ISO/IEC
27002:2005 seção
10.10.6

Toda marcação de tempo presente em anotações de eventos (logs) DEVE ser baseada em
uma fonte única e confiável de tempo.
Tal fonte de tempo NÃO DEVE poder ser alterada pelo usuário, somente pelo usuário
privilegiado (ex. administradorTI).

O

3.1.10 Notificação de ocorrências

Referência Requisito Origem Descrição

SEG.NO.01 Notificação de
ocorrências

ABNT NBR ISO/IEC

27002:2005 A.11.6.1

O sistema DEVE possuir uma interface para que os usuários do sistema possam notificar
ocorrência de eventos críticos, problemas de segurança, problema de funcionamento do
sistema e sugestões de melhoramentos.

O

SEG.NO.02 Visualização
das notificações
de ocorrências

O sistema DEVE fornecer uma interface para visualização das notificações de ocorrências
realizadas pelos usuários.

O

SEG.NO.03 Encaminhament

o das

notificações

ABNT NBR ISO/IEC
27002:2005 A.11.6.1

O sistema DEVE permitir a configuração de uma lista de e-mail para o qual devem ser
encaminhados os eventos críticos, problemas de segurança e problemas de funcionamento
do sistema.

O
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3.1.11 Documentação do software SREl

Referência Requisito Origem Descrição P

SEG.DOC.01 Manuais do

sistema

DEVEM existir manuais voltados para:

• Instalação do sistema;
• Configuração do sistema;
• Uso do sistema;

0

SEG.DOC.02 Referência à

versão do

software

Os manuais DEVEM indicar claramente, no início do documento, qual versão do software a
que se refere.

0

SEG.DOC.03 Manual de

instalação e
configuração do
sistema

Os manuais voltados à instalação e configuração do sistema DEVEM conter as seguintes
informações:

• Visão geral do sistema, incluindo formas de operação e requisitos do ambiente;
• Instalação e configuração do sistema;
• Instalação e configuração dos componentes complementares (ex.: SGBD, sistema

operacional, etc);
• Recomendação sobre a forma de configuração segura do sistema (incluindo seus

componentes);
• Descrição dos perfis ou forma de configuração dos perfis de usuários do sistema.

0

SEG.DOC.04 Configuração do
SGBD

Caso o sistema utilize um SGBD, o manual de configuração do sistema DEVE informar
como configurar o SGBD de forma a impedir o acesso de entidades (pessoas ou outros
sistemas) não autorizadas.

0

SEG.DOC.05 Operador de
backup

0 manual de configuração do sistema DEVE informar como realizar a configuração de um
usuário com perfil de operador de backup no SGBD.

R
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3.2 Assinatura digital

Esta seção apresenta os requisitos relacionados à assinatura digital de documentos, sendo divididos nas seguintes áreas:

• Certificado digital;

• Assinatura digital;

• Carimbo de tempo;

• Certificado de atributo.

3.2.1 Certificado digital

Referência Requisito Origem Descrição P

AD.CER.01 Repositório de
certificados raiz

ICP-Brasil 0 sistema DEVE permitir a configuração dos certificados raiz de confiança.

0 sistema DEVE possuir controles de segurança que garantam a integridade e evite
alteração não autorizada da relação de certificados raiz de confiança.

0

AD.CER.02 Interpretação
dos campos do
certificado da

ICP-Brasil

ICP-Brasil 0 sistema DEVE ser capaz de interpretar e apresentar os dados presentes no certificado
digital, incluindo os campos específicos definidos na ICP-Brasil.

0

AD.CER.03 Normas de uso

da ICP-Brasil

ICP-Brasil 0 sistema DEVE atender às normas de uso de certificado definidas pela ICP-Brasil 0

AD.CER.04 Verificação do
certificado

digital

ICP-Brasil

RFC 5280

0 certificado digital DEVE ser verificado segundo o estabelecido na RFC 5280 e nas
normalizações da ICP-Brasil, incluindo:

a. Verificação da cadeira de certificação;

b. Verificação da revogação do certificado digital (incluindo a validação da LCR ou do

0
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OCSP);

c. Verificação da aderência do propósito de uso do certificado digital.

A verificação da revogação do certificado DEVE ser realizada antes de sua utilização.

AD.CER.05 Resultado da
verificação do
certificado

0 sistema DEVE considerar os seguintes estados de resultado do procedimento de
validação de um certificado digital:

• Válido: certificado valido;

• Inválido: certificado inválido;

• Indeterminado: quando nào é possível determinar se o certificado está válido ou
inválido, geralmente devido a falta de objetos (ex: LCR ou OCSP, certificado da cadeia,
etc).

AD.CER.06 Propósito de
uso do
certificado

digital

RFC 5280 0 sistema DEVE verificar se o certificado digital possui o atributo referente ao propósito de
uso para assinatura digital: campo key usage definido como Digital Signature e
NonRepudiation.

0

AD.CER.07 Nível de

proteção da
chave privada
associada ao

certificado

digital

ICP-Brasil 0 sistema DEVE verificar se o certificado digital de assinatura é do tipo ICP-Brasil A3 ou
A4.

0

AD.CER.08 Certificado de

pessoa física ou
de pessoa
jurídica de AC
cadastrada

0 sistema DEVE verificar se o certificado digital a ser utilizado é um certificado ICP-Brasil
de pessoa física ou um certificado de Pessoa Jurídica de uma AC cadastrada.

Alguns certificados de pessoa jurídica possuem restrições de escopo de uso.

0

AD.CER.09 Cadastramento

de ACs

emissoras de

certificado PJ

0 sistema DEVE permitir o cadastro de ACs que emitem certificados de Pessoa Jurídica. 0
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AD.CER.10 Alerta

validade

certificado

de

do

O sistema DEVE alertar o usuário quando da proximidade do término de validade do
certificado digital (ex, com menos de 30 dias de validade).

3.2.2 Assinatura digital

Referência Requisito Origem Descrição P

AD.AD.01 Aderência aos

requisitos da
ICP-Brasil

ICP-Brasil 0 sistema DEVEatender aos requisitos para assinatura digital definidos pela ICP-Brasil. 0

AD.AD.02 Homologação
ICP-Brasil

ICP-Brasil A biblioteca de assinatura digital utilizada pelo sistema DEVE ser homologada pela ICP-
Brasil.

0

AD.AD.03 Geração da
assinatura:

escopo

A assinatura DEVE ser realizada sobre todo o documento.
Se, por algum motivo específico do processo, a assinatura for aplicada a uma parte do
documento, esta informação deve ser apresentada ao futuro signatário.

0

AD.AD.04 Geração da
assinatura:

Visualização do
documento a

ser assinado

ICP-Brasil
0 sistema DEVE sempre permitir a visualização do escopo da assinatura (documento ou
parte do documento) pelo usuário antes do momento de efetivação da assinatura.
0 sistema DEVEpossuir controles de segurança de forma a garantir que o escopo que é
apresentado ao usuário é o escopo que será assinado.

0

AD.AD.05

i

Geração da
assinatura:

validação do
certificado

digital

0 sistema DEVE validar o certificado digital de assinatura antes da realização de uma
assinatura digital.

0
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AD.AD.06 Geração da
assinatura:

Estrutura de
atributos da

assinatura

ICP-Brasil 0 sistema DEVE gerar assinatura utilizando estrutura de atributos de assinatura digital
aderente à especificação ICP-Brasil "assinatura digital com referências completas" (AD-
RC).

0 sistema PODE utilizar estrutura de atributos de assinatura digital aderente à
especificação ICP-Brasil "assinatura digital com referências para validação" (AD-RV)
somente quando:

• For para armazenamento local ao sistema do cartório,

• For garantida a disponibilidade do armazenamento e da recuperação futura dos objetos
necessário para recompor os atributos aderentes à estrutura AD-RC

• For capaz de recompor o documento assinado digitalmente com estrutura de atributos
de assinatura digital aderente à especificação AD-RC quando o documento for
exportado do sistema.

0

AD.AD.07 Geração da
assinatura:

Inclusão de
atributos

assinados

Além dos atributos necessários às estruturas AD-RV ou AC-RC, o sistema DEVE ser capaz
de incluir os seguintes atributos assinados associados à assinatura:

• Instante alegada da assinatura (signingtime);

• Atributos do signatário;

• Compromisso da assinatura;

• Local de produção da assinatura.

0

AD.AD.08 Geração da
assinatura:

certificado de

atributo

0 sistema DEVE permitir a inclusão de certificado de atributo (no atributo assinado
"atributos do signatário) antes da geração de uma assinatura digital pelo usuário.

0 sistema DEVE verificar o certificado de atributo antes da geração da assinatura digital.

0

0AD.AD.09 Geração da
assinatura:

compromisso da
assinatura

CAdES / XAdES /
PAdES

0 sistema DEVE sempre incluir o atributo de compromisso de assinatura. 0 compromisso
da assinatura DEVE ser requisitado ao usuário antes da aplicação da assinatura ou ser
definido pelo sistema. Nesta última situação, o sistema DEVE informarao usuário o tipo de
compromisso definido na futura assinatura.

A assinatura de representantes digitais (documentos digitalizados) DEVE ser realizada com
o compromisso "prova de criação" (proofof creation). que indica que signatário gerou o
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documento, porém não necessariamente aprovou seu conteúdo.

Quando a assinatura representa o compromisso do signatário com o conteúdo assinado,
DEVE ser utilizado o compromisso "prova de aprovação" {proof of approvaf).

|ad.ad.io Geração da
assinatura:

inclusão do
carimbo de

tempo de
assinatura

0 sistema DEVE requisitar, validar e incluir o atributo carimbo de tempo de assinatura
imediatamente após a geração de uma assinatura digital.

0

ADAD.11 Geração da
assinatura:

inclusão do

objeto de
verificação do
estado de

revogação ideal

ICP-Brasil 0 sistema DEVE incluir, na forma de atributos da assinatura, o objeto de verificação do
estado de revogação (Lista de Certificados Revogados - LCR ou Online Certificate Status
Protocol - OCSP) de todos os certificados da cadeia de certificação do certificado do
signatário.

0 objeto de verificação do estado de revogação a ser incluído DEVE ser obtido após o
próximo período de emissão de LCR (inclusive para o caso de OCSP). Este é considerado
o objeto de verificação de estado de revogação ideal.

Somente após o recebimento e verificação do objeto de verificação de estado de
revogação ideal a assinatura deve ser considerada válida.

Caso o objeto de verificação de estado de revogação indique que o certificado foi realizado
com um certificado revogado, o sistema DEVE:

a) uma mensagem de alerta deve ser encaminhada;

b) invalidar o documento e retomar o processo de assinatura digital.

0

AD.AD.12 Verificação da
assinatura

digital

0 sistema DEVE realizar a verificação da assinatura digital incluindo:

• Verificação do carimbo de tempo de assinatura e obtenção do instante de referência
para validação do certificado;

• Verificação do certificado digital do signatário utilizando como referência o instante de
referência do carimbo de tempo;

• Verificação criptográfica da assinatura digital;

0
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• Verificação dos atributos da assinatura.

Caso o objeto de verificação do estado de revogação não seja o ideal (da próxima
publicação após o instante de referência do carimbo de tempo) o sistema DEVE obte-lo e
substitui-lo.

AD.AD.13 Verificação de
múltiplas
assinaturas

0 sistema DEVE ser capaz de verificar os documentos assinados com mais de uma
assinatura digital (co-assinatura e contra-assinatura).

0

AD.AD.14 Verificação da
assinatura:

dados da

assinatura

0 sistema DEVE ser capaz de apresentar ao operador todos os dados referentes de cada
assinatura digital presente no documento.

No caso da presença de mais que uma assinatura, deve informar a relação entre elas (co-
assinatura e contra-assinatura).

Para cada assinatura digital presente, DEVE ser capaz de informar:

• Dados do certificado digital do signatário e de sua cadeia de certificação, incluindo os
campos específicos ICP-Brasil;

• Dados do certificado de atributo, quando presente;

• Dados do carimbo de tempo: autoridade de carimbo de tempo e instante do carimbo de
tempo;

• Compromisso de assinatura;

• Instante da assinatura alegado pelo signatário(signingtime);

• Outros atributos que forem relevantes.

0 sistema DEVE ser capaz de apresentar ao operador o instante da assinatura alegado
pelo signatário, instante do carimbo de tempo da assinatura e, quando for possível extrair
automaticamente, a data do documento assinado, a fim de que o operador possa avaliar a
consistência destes instantes.

0

AD.AD.15 Verificação da
assinatura

digital: escopo
da assinatura

0 sistema DEVE informar quando a assinatura digital presente em um documento não
cobre o escopo de todo o documento. Neste caso, deve apresentar o trecho do documento
coberto pela assinatura digital.

0
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AD.AD.16 Verificação da
assinatura

digital:
Resultado da

verificação

0 sistema DEVE considerar os seguintes estados de resultado do procedimento de
validação de uma assinatura digital:

• Válido: certificado valido;

• Inválido: certificado inválido;

• Indeterminado: quando não é possível determinar se a assinatura está válida ou
inválida, geralmente devido a falta de objetos (ex: LCR ou OCSP, certificado da cadeia,
atributos obrigatórios, etc).

0

AD.AD.17 Verificação da
assinatura

digital:
recebimento de

documentos

No momento de recebimento de um documento assinado digitalmente externo, o sistema
DEVE:

• Verificar a assinatura;

• Complementar a estrutura de atributos de forma que possa ficar aderente à estrutura
de atributos AD-RC (ou AD-RV), incluindo:

o Certificados e cadeias de certificação;

o Carimbo de tempo da assinatura;

o Objetos de verificação do estado de revogação;

0

3.2.3 Carimbo de tempo

Referência Requisito Origem Descrição P

AD.CT.01 Carimbo de

tempo ICP-
Brasil

ICP-Brasil
0 sistema DEVE requisitar carimbo de tempo de autoridade de carimbo de tempo
credenciada da ICP-Brasil.

0

AD.CT.02 Verificação do
carimbo de
tempo

RFC-3161

ICP-Brasil

A verificação de um carimbo de tempo DEVE incluir a verificação do certificado de
assinatura do carimbo de tempo.
0 certificado de assinatura do carimbo de tempo DEVE:
• Ser um certificado ICP-Brasil;

0
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• Possuir do propósito de uso de chave {KeyPuposelD) "assinatura de carimbo de
tempo" definido no extended key usage como timestamping (1.3.6.1.5.5.7.3.8).

AD.CT.03 Indisponibiiidad
e do serviço de
carimbo de

tempo.

No momento da geração de uma assinatura digital, caso não seja possível obter o carimbo
de tempo de assinatura, o sistema DEVE:
• Gerar anotação de evento (log). As anotações dos eventos DEVEM indicar o instante

de início da indisponibilidade e o instante do término da indisponibilidade.
• Caso o serviço de obtenção do carimbo de tempo fique indisponível por mais que 24

horas, o sistema DEVE gerar uma notificação à corregedoria.
• Assim que houver o retomo do serviço, o carimbo de tempo DEVE ser obtido e incluído

na assinatura.

0

3.2.4 Certificado de atributo

Referência Requisito Origem Descrição P

AD.CA.01 Configuração
das fontes de
autoridade

0 sistema DEVE permitir a configuração das fontes de autoridade, para cada classe de
privilégio (relação <privilégio,fonte_de_autoridade>.

0 sistema DEVE possuir controles de segurança que garantam a integridade e evite
alteração não autorizada da relação de fontes de autoridade

0

AD.CA.02 Tratamento de

certificado de

atributo

RFC 3281 0 sistema DEVE ser capaz de tratar certificados de atributo, segundo a RFC 3281:

• Verificação de certificado de atributo, incluindo revogação;

• Geração de assinaturas com a incluindo certificado de atributo;

• Verificação de assinatura com presença de certificado de atributo.

0

AD.CA.03 Delegação de
privilégio

RFC 3281 0 sistema DEVE ser capaz de tratar delegação de privilégio por meio de certificado de
atributo, segundo a RFC 3281.

No caso de delegação, todos os certificados de atributo envolvidos devem ser incluídos na
assinatura.

0
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O sistema DEVE requisitar e incluir o certificado de atributo relacionado ao privilégio "oficial
de cartório de registro de imóveis" na assinatura final dos seguintes documentos:

• Documentos emitidos aos solicitantes: (certidões, notas de exigências, etc);

• Documentos de livros eletrônicos;

3.3 Modelo de dados

Esta seção apresenta os requisitos relacionados ao modelo de dados do SREl, sendo divididos nas seguintes áreas;

• Imóvel e matrícula;

• Pessoa;

• Pedido.

3.3.1 Imóvel e matrícula

Referência Requisito Origem Descrição P

DAD.IM.01 Número da

matricula

0 SREl DEVE identificar cada imóvel registrado (matrícula) através do número da
matrícula.

0 Número da Matrícula DEVE ser registrado no formato CCCCC-NNNNNNN-DD, sendo:

• CCCCC = Código do Cartório;

0

• NNNNNNN = Número seqüencial da matrícula (seqüencial para cada cartório);

• DD = Dígito de Controle (calculado sobre todos os campos anteriores).
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0 número seqüencial da matrícula DEV ser um número inteiro atribuído contínua e
seqüencialmente, com incrementos unitários, a cada matrícula registrada no cartório.

A numeração atribuída aos registros do SREl DEVE dar continuidade à numeração das
matrículas previamente existentes em suporte papel ou, na ausência destas, ser iniciada
pelo número 01 (um).

DAD.IM.02 Número seqüencial
da matrícula

0 número seqüencial da matrícula (elemento NNNNNNN do número da matrícula) DEVE
ser um número inteiro atribuído contínua e seqüencialmente, com incrementos unitários, a
cada matrícula registrada em cada cartório (elemento CCCCC). A numeração atribuída aos
registros do SREl deve dar continuidade à numeração das matrículas previamente
existentes em suporte papel ou, na ausência destas, ser iniciada pelo número 1 (um).

0

DAD.IM.03 Algoritmo do dígito
de controle do
número da

matrícula

0 dígito de controle do Número da Matrícula deve ser calculado utilizando-se o algoritmo
definido pelo comitê gestor do SREl.

0

DAD.IM.04 Versão da

matrícula

0 SREl DEVE prover mecanismo que possibilite o versionamento dos dados do
imóvel/matrícula (situação da matrícula), de forma que todas as informações referentes ao
mesmo em um determinado momento ou situação sejam preservadas e recuperáveis a
qualquer tempo.

0

DAD.IM.05 Dados do imóvel 0 SREl DEVE armazenar minimamente, para cada imóvel/matrícula registrado, os

seguintes dados:

• Tipo do imóvel (ex.: casa, apartamento, terreno, etc);

• Endereço;

• Medidas do imóvel;

• Anexos do imóvel;

• Imóveis confrontantes;

• Descrição complementar;

• Detentores de direitos;

0

Título Versão Classificação Página

PROJETO SREl: PA 1.9.5-
Requisitos para Software SREl

v1.2.r.12 LSI-TEC:Restrito 34/71



^amn
tá* Sft«»(no' a»,i'ivK ",-/-,

Processo: ' 2
Folha:
Func:

y.7 g((i
iz£

UL

• Tipo e número de contribuinte (ex.: ITR, IPTU, etc);

• Registros de origem.

DAD.IM.06 Endereço do imóvel 0 endereço do imóvel DEVE ser registrado com os seguintes dados:

• Logradouro;

• Número;

• Complemento;

• Bairro;

• Cidade;

• Estado (UF);

• CEP;

• Códigos dos Correios (quando disponíveis) para:

0 Logradouro;

0 Bairro;

0 Localidade (cidade).

0

DAD.IM.07 Medidas do imóvel As medidas do imóvel DEVEM ser registradas indicando-se suas dimensões com
respectivos tipos (ex.: área total, área construída, frente, etc) e unidades de medida (ex.:
metros, m2. etc).

0

DAD.IM.08 Anexos do imóvel Para o registro dos anexos do imóvel DEVEM ser indicados, para cada anexo, os seguintes
dados:

• Tipo do anexo (ex.: vaga de garagem, depósito, edícula, etc);

• Medida (com respectiva unidade);

• Descrição complementar.

0

DAD.IM.09 Confrontantes Para o registro dos confrontantes do imóvel DEVEM ser indicados, para cada confrontante,

os seguintes dados:
0
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• Tipo de confrontação (ex.: frente, ao lado, fundo, etc);

• Código do cartório e número da matrícula do confrontante;

• Descrição do confrontante (caso não seja imóvel matriculado);

• Descrição complementar da confrontação.

DAD.IM.10 Detentores de

direito

No registro dos detentores de direito (proprietário, usufrutuário, etc) do imóvel, o sistema
DEVE indicar, para cada detentor de direito, a chave de identificação da pessoa e sua

fração ideal.

0

DAD.IM.11 Registros de
origem

Para a indicação dos registros de origem do imóvel DEVEM ser indicados, para cada
registro de origem, os seguintes dados:

• No caso de registro de origem ser anterior ao SREl (em suporte papel):

o Tipo do livro (ex.: registro geral, transcrições, etc);

o Número do registro (ex.: número da matrícula ou da transcrição);

o Tipo e número da seqüência do registro (ex.: R.1, AV.2, etc);

• No caso de registro de origem estar no SREl (em suporte papel):

o Código do cartório e número da matricula;

• Dados complementares;

• Tipo e número de contribuinte (ex.: ITR, IPTU, etc).

0

DAD.IM.12 Polígono
georreferenciado

0 S

refer

REI DEVE armazenar para cada imóvel georreferenciado os seguintes dados
entes a cada ponto do respectivo polígono:

Latitude

Longitude

Coordenada UTM N

Coordenada UTM E

Fuso

Hemisfério

0
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1

• Meridiano central

• Distância para o próximo ponto (em metros)

• Raio para o próximo ponto, quando em curva (em metros)

• Azimute para o próximo ponto

• Dados complementares

DADIM13 Dados de imóvel
rural

0 SREl DEVE armazenar minimamente, para cada imóvel rural registrado, os seguintes
dados:

• Memorial descritivo;

• Profissional executor do memorial;

• ART (Anotação de Responsabilidade Técnica);

• Número do CCIR.

0

3.3.2 Pessoa

Referência Requisito Origem Descrição P

DAD.PES.01 Identificação da
pessoa

0 SREl DEVE identificar cada pessoa que possui qualquer vínculo com algum imóvel
registrado através do Tipo e Número de Identificação.

0 Tipo de Identificação da Pessoa indica qual o tipo de numeração utilizado para a
identificação da mesma (vide LCC), enquanto o Número de Identificação é o identificador
propriamente dito.

0

DAD.PES.02 Versionamento dos

dados da pessoa

0 SREl DEVE prover mecanismo que possibilite o versionamento dos dados da pessoa, de
forma que todas as informações referentes à mesma em um determinado momento ou
situação sejam preservadas e recuperáveis a qualquer tempo.

0
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DAD.PES.03 Dados da pessoa 0 SREl DEVE armazenar, minimamente, para cada pessoa, os seguintes dados:

• Nome

• Nome fonetizado (sob algoritmo a ser definido)

• Endereço

• Nacionalidade

• Números de documentos

0

DAD.PES.04 Dados da pessoa
física

Para cada pessoa física, o SREl DEVE, também, armazenar minimamente os seguintes
dados:

• Data de nascimento

• Sexo

• Filiação

• Profissão

• Estado civil

0

DAD.PES.05 Endereço da
pessoa

0 endereço da pessoa deve ser registrado com os seguintes dados:

• Logradouro

• Número

• Complemento

• Bairro

• Cidade

• Estado (UF)

• CEP

• Códigos dos Correios (quando disponíveis) para:

o Logradouro

o Bairro

0
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o Localidade (Cidade)

DAD.PES.06 Dados de um

documento de

identidade

0 cadastro dos dados de um documento de identidade de uma pessoa DEVE conter:

• Tipo do documento (ex.: RG, RNE, CPF, certidão de casamento, etc);

• Número do documento;

• Nome no documento;

• Dados complementares (tipos e números de complemento)

DAD.PES.07 Vínculo entre

pessoas

0 SREl deve possuir mecanismo que permita o registro de vínculo entre pessoas,
possibilitando, por exemplo, a indicação de cônjuges e sócios de empresas.

0

DAD.PES.08 Indicação do
regime de bens

No caso de registro de cônjuges, o SREl deve permitir a indicação do regime de bens de
casamento adotado.

0

3.3.3 Pedido

Referência Requisito Origem Descrição P

DAD.PED.01 Identificação do
pedido

0 SREl DEVE identificar unicamente cada pedido efetuado ao registro de imóveis
utilizando um identificador unívoco nacional denominado "Número do Pedido".

0 Número do Pedido deve ser representado no formato:

CCCCC-XAAAANNNNNNNN-DD, sendo:

• CCCCC = Código do Cartório

• X = Tipo de Pedido, sendo:

o "P" = Prenotação

0

o "C" = Certidão

o "E" = Exame e Cálculo
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o "1" = Informação (consulta)

• AAAA = Ano do Pedido

• NNNNNNNN = Número (seqüencial para o tipo no cartório)

• DD = Dígito de Controle (calculado sobre todos os campos anteriores)

0 número seqüencial do pedido (elemento NNNNNNNN do Número do Pedido) DEVE ser
um número inteiro atribuído contínua e seqüencialmente, com incrementos unitários, a
cada pedido registrado em cada cartório (elemento CCCCC) para cada tipo (elemento X) e
ano (elemento AAAA), iniciando-se pelo número 01 (um) para cada combinação destes

elementos.

DAD.PED.02 Algoritmo do dígito
de controle do

número do pedido.

0 dígito de controle do Número do Pedido DEVE ser calculado utilizando-se o algoritmo
definido pelo comitê gestor do SREl.

0

DAD.PED.03 Dados do pedido 0 SREl DEVE armazenar minimamente, para cada pedido registrado, os seguintes dados:

o Finalidade

o Data e hora do pedido

o Tipo de titulo apresentado

o Data limite para prenotação

o Data de entrega ao solicitante

o Partes (pessoas) envolvidas

0

DAD.PED.04 Controle do estado
do processamento
do pedido

0 SREl DEVE possuir mecanismo para o controle do estado do processamento de cada
pedido, possibilitando o devido controle e acompanhamento dos mesmos.

0

DAD.PED.05 Registro de
eventos.

0 SREl deve possuir mecanismo que permitao registro de todos os eventos e ocorrências
relativos a cada pedido, de forma a possibilitar a consulta e acompanhamento instantâneo
de todo o histórico do mesmo. 0 registro dos eventos deve armazenar minimamente os
seguintes dados:

0
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DAD.PED.06

DAD.PED.07

Anotação
documentos

pedido

dos

do

Anotação dos
eventos financeiros

3.4 Funcionalidades

3.4.1 Geral

Tipo de evento

Data e hora do evento

Número do protocolo

Descrição

• '••'••:•:• MO bj

Processo:

Folha:

—>

•'12 £91
^

Func: '&/

O SREl DEVE possuir mecanismo que permita o registro de todos os documentos de
suporte apresentados para cada pedido.

O SREl DEVE possuir mecanismo que permita o registro de todos os eventos financeiros
(ex.: pagamentos, devoluções, etc) referentes a cada pedido, de forma a possibilitar a
consulta e acompanhamento instantâneo do extrato financeiro do mesmo.

Referência Requisito Origem Descrição P

FUN.GER.01

Serviços oferecidos

0 sistema do cartório DEVE oferecer os seguintes serviços:

• Solicitação de pedido: Realizar a solicitação de um pedido (informação, certidão,

registro, exame e cálculo) que será protocolado e processado pelo cartório;

• Acompanhamento do estado de pedido: Obter informações sobre o estado de

tramitação de um pedido já solicitado no cartório;

• Cancelamento de pedido: Solicitar o cancelamento de um pedido já solicitado, desde
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que o mesmo ainda não tenha sido efetivado;

• Regularização de pedido: Efetuar a alteração e/ou complementaçâo de títulos e/ou

pagamentos referentes a um pedido já solicitado, desde que permitido pelo prazo legal;

• Obtenção do resultado do pedido: Obter o produto resultante do processamento do

pedido (certidão, nota devolutiva, entre outros).

FUN.GER.02

Classes de

pedido

0 sistema do cartório DEVE suportar as seguintes classes de pedido:

• Informação geral: circunscrição do cartório, tabela de custas, etc;

• Informação de registro: informação sobre situação da matricula, pacto

antenupcial, etc;

• Emissão de certidão;

• Exame e cálculo;

• Registro;

• Ofício;

• Penhora;

• Indisponibilidade;

• Pesquisa de proprietário.

FUN.GER.03 Estados do 0 sistema DEVE suportar os seguintes estados de um pedido:
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pedido

Controle

integridade

de

Pedido gerado: Quando o pedido é recebido pelo Sistema do Cartório,

registrado e atribuído o "número do pedido";

Pedido em análise: Quando o pedido está em análise no cartório;

Pedido aguardando aprovação: Quando o pedido já estiver analisado e

processado, porém aguardando a aprovação do resultado;

Pedido aguardando entrega de resultado: Quando o pedido já estiver

processado e o resultado aprovado, porém aguardando a entrega do resultado

ao solicitante;

Pedido com resultado entregue: Quando o pedido já estiver processado

(consulta, exame e cálculo e registro sem exigências) e o resultado do pedido

já estiver entregue ao solicitante;

Pedido aguardando regularização: Quando o pedido já estiver processado e o

resultado aprovado com exigências a regularizar já estiver entregue ao

solicitante;

Pedido cancelado: Quando o pedido é cancelado pelo solicitante ou ocorre

decurso de prazo.

O sistema do cartório NÃODEVEpermitr a alteração de qualquer registro eletrônico.
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FUN.GER.05
Verificação de

prazo de vigência

0 sistema do cartório, antes da geração de uma solicitação de regularização de pedido ou

cancelamento de pedido, DEVE consultar o estado de vigência do pedido, impedindo a

geração de uma solicitação caso esteja fora do prazo de vigência.

3.4.2 Atendimento presencial

Referência Requisito Origem Descrição P

FUN.AP01

Identificador do

usuário no SAEC

No atendimento presencial a uma solicitação, o sistema do cartório DEVE suportar a

configuração de opção de consulta eletrônica do pedido através do SAEC.

Neste caso, o sistema do cartório DEVE encaminhar ao SAEC o e-mail e CPF do usuário a

fim de que o SAEC possa requisitar a criação de uma conta para o usuário.

0

3.4.3 Recepção de títulos

Referência Requisito Origem Descrição P

FUN.RT.01 Recebimento de

documentos e

títulos

0 sistema do cartório DEVE aceitar documentos e títulos em papel ou em formato

eletrônico.

0

FUN.RT.02 Recepção de 0 sistema do cartório, no atendimento eletrônico, DEVE suportar documentos e títulos 0
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documentos no somente no formato nato-digital.

atendimento

k
eletrônico

FUN.RT.03 Recepção de 0 sistema do cartório, no atendimento presencial, DEVE suportar a recepção de 0

documentos no documento e título em papel e nato-digital, seja no recebimento de ofício, solicitação de

atendimento pedido de registro ou solicitação de regularização de pedido.

presencial

FUN.RT.04

Número

documento

do

No momento da recepção de um documento ou titulo DEVE ser associado um número de

documento.

0 número do documento DEVE possuir o seguinte formato <nro pedido, nro doe no

pedido>.

0

FUN.RT.05

Rótulo

documento

papel

do

em

0 sistema, para cada página de documento ou título apresentado em papel, no momento

da sua recepção no atendimento, DEVE gerar o identificador da página.

0 identificador da página DEVE possuir o seguinte formato: <nro documento, nro página,

total paginas>.

0 sistema DEVE gerar um rótulo (etiqueta) com o identificador de página para cada página

do documento, para que seja colada em cada página do documento.

0

FUN.RT.06 Protocolo de 0 protocolo de recepção de documentos e títulos DEVE conter a quantidade dos 0

recepção de documentos e títulos apresentados.

documentos
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3.4.4 Análise do pedido - captura inicial

Referência Requisito Origem Descrição P

FUN.CI.01 Validação de

documento

natodigital

Os documentos e títulos no formato natodigital recepcionados DEVEM ser validados

(validação da assinatura, poder do signatário, formato) antes de sua inserção no sistema

do cartório.

0

FUN.CI.02 Geração do

representante

digital

(digitalização)

Os documentos e títulos em papel recepcionados DEVEM ser digitalizados e assinados

digitalmente por um funcionário do cartório.

0

FUN.CI.03 Momento da

geração do

representante

digital

A geração do representante digital (digitalização) DEVE ocorrer a qualquer momento entre

a recepção do pedido e a análise do pedido.

0

FUN.CI.04 Inclusão do

representante na

base de títulos e

documentos

0 sistema do cartório DEVE incluir na base de títulos e documentos os representantes

digitais dos títulos e documentos associados ao pedido, mantendo a referência entre o

pedido e tais documentos.

0
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FUNCI.05 Formato

representante

do 0 formato do representante digital DEVE atender à norma vigente do comitê gestor do

SREl.

0

1 | digital

FUN.CI.06 Assinatura

representante

digital

do A assinatura digital do representante digital (arquivo digitalizado) DEVE atender à norma

vigente do comitê gestor do SREl.

0

FUN.CI.07

Associação

metadados

de

No momento da inserção de um documento eletrônico (seja natodigital ou representante

digital) no sistema DEVEM ser gerados seus metadados.

A relação e formato dos metadados DEVE atender à norma vigente do comitê gestor do

SREl.

Dentre os metadados estão:

• Tipo do documento;

• Pedido associado;

• Localização física do documento em papel;

0

FUN.CI.08 Local de Para cada representante digital, o sistema do cartório DEVE permitir o cadastro e exibição 0

armazenamento do local de armazenamento físico do documento em papel, por meio das informações

físico do presentes nos metadados associados.

'

documento em Para os casos em que ocorrer a mudança da localização física do documento em papel, o

papel sistema DEVE suportar a alteração dos respectivos metadados.
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FUN.CI.09 Verificação dos

documentos

digitalizados

0 sistema do cartório DEVEverificar se foram gerados os representantes digitais de todos

os documentos relacionados ao pedido antes de iniciar a etapa de análise.

0

FUN.CI.10 Visualização de

documentos e

títulos

0 sistema do cartório DEVE permitir ao funcionário visualizar todos os documentos e títulos

associados a um pedido, para que possa realizar sua análise.

0

FUN.AP.11 Cadastro de

checklists de

conferência de

documento

0 sistema do cartório DEVE suportar o cadastramento de checklists para conferência de

tipos de documentos.

No mínimo, DEVE suportar o cadastro dos checklists de conferência de documentos

definidos pelo Comitê Gestor do SREl.

0

FUN.CI.12 Exibição de

checklist de

conferência de

documento

0 sistema DEVE ser capaz exibir o checklist de conferência de documento no momento de

análise de um documento ou título.

0

FUN.CI.13 Extração dos dados

do documento

0 sistema do cartório DEVE fornecer uma interface para a anotação dos dados relevantes

presentes em cada documento ou título associado a um pedido.

R

FUN.CI.14 Identificação dos

Imóveis e das

pessoas.

No início da fase de analise do pedido, o sistema do cartório DEVE suportar a identificação

de todos os imóveis e pessoas contidos em cada título, a fim de facilitar a verificação do

contraditório.

R
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Anotação

divergência

de

3.4.5 Análise do pedido

O sistema do cartório DEVE suportar a anotação das divergências encontradas durante a

análise de um documento ou título.

Referência Requisito Origem Descrição P

FUN.AP.01
Visualização das

filas de pedidos

0 sistema do cartório DEVE disponibilizar, para os funcionários responsáveis pela análise

dos pedidos, para cada tipo de pedido (consulta, exame e cálculo e registro), a visualização

da relação dos pedidos em análise, ordenados por ordem de precedência (chegada).

0

FUN.AP.02

l

Geração do

protótipo do

resultado do pedido

0 sistema do cartório DEVE gerar os seguintes protótipos de documentos como resultado

da fase de análise:

• Pedido de registro:

o Protótipo do ato ou

o Protótipo da nota de exigência.

• Pedido de certidão:

o Protótipo da certidão;

• Pedido de exame e cálculo:

o Protótipo do ato (para uso interno futuro) e Protótipo nota de exame e cálculo;

0
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o Protótipo da nota de exigência.

FUN.AP.03 Assinatura do

protótipo do

resultado do pedido

0 sistema do cartório DEVE requisitar a assinatura do protótipo do resultado do pedido ao

operador do cartório responsável pela análise do pedido.

R

3.4.6 Verificação do contraditório

Referência Requisito Origem Descrição P

FUN.VC.01

Verificar existência

de contraditório

0 sistema do cartório DEVE suportar o processamento de contraditório referente aos

imóveis ou pessoas envolvidas no pedido nas primeiras etapas da análise do pedido,

incluindo:

• Pesquisa de existência de contraditório entre pedidos (contraditório de prenotação);

• Pesquisa de existência de contraditório entre pedido e livros eletrônicos;

• Auxilio na pesquisa de contraditório entre pedido e livros em papel.

O

FUN.VC.02
Indicadores Real e

Pessoal no formato

eletrônico

0 sistema do cartório DEVE manter indicadores Real e Pessoal no formato eletrônico a

partir dos dados presentes nos livros em papel e nos livros de registro eletrônico

imobiliário.

A existência dos indicadores no formato eletrônico é fundamental para a operação do

0
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jProcesso:_l__LÍ-___
kt,a: __í
[Func: c_

serviço de registro eletrônico imobiliário e, também, para que o SAEC possa direcionar o

pedido ao cartório pertinente.

k FUN.VC.03 Anotações da

análise do pedido

0 sistema do cartório DEVE disponibilizar ao funcionário uma interface para possibilitar a

inserção de anotações sobre o processo de análise de um pedido.

R

FUN.VC.04 Verificação de

existência de

contraditório no

pedido de registro

No processamento do pedido de registro, o sistema de cartório DEVE sempre verificar a

existência de contraditório eletrônico.

0

3.4.7 Primeira qualificação eletrônica da matrícula

Referência Requisito Origem Descrição P

FUN.1QE.01 Primeira

qualificação

eletrônica

0 sistema do cartório DEVE fornecer funcionalidades para suportar a primeira qualificação

eletrônica da matrícula.

0

FUN.1QE.02
Migração de

registros em papel

para registro

eletrônico

0 sistema do cartório DEVE suportar a migração para registro eletrônico das matrículas do

próprio cartório ou de outra circunscrição oriundas de:

• registro de matrícula de imóvel registrado no livro 2;

• livro de transcrição;

0
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FUN.1QE.03

Obrigatoriedade da

1° qualificação

eletrônica

A análise da situação jurídica da matrícula em pedidos de registro somente DEVE ser

processada a partir de dados proveniente dos livros eletrônicos de matrículas. Por este

motivo, a necessidade da realização da 1" qualificação eletrônica quando a matricula

estiver em livro de registro ou de transcrição.

0 sistema do cartório DEVE prever mecanismos de controles que impeçam o

prosseguimento da operação em caso de necessidade de primeira qualificação.

0

FUN.1QE.04
Migração de

circunscrição

Quando da migração de circunscrição, o sistema do cartório DEVE permitir a abertura de

matrícula eletrônica a partir da situação jurídica do imóvel extraída da certidão de origem

do imóvel.

O

FUN.1QE.05 Nota de exigência

na migração de

circunscrição

Na migração de circunscrição, o sistema do cartório DEVE suportar a emissão de nota de

exigência para regularização da matrícula de origem.

0

FUN.1QE.06 Inclusão do

representante

digital da matricula

de origem

No momento da 1a qualificação eletrônica de uma matrícula, o sistema do cartório DEVE

requisitar a inclusão, na base de títulos e documentos, dos representantes digitais

(arquivos digitalizados) da matrícula de origem em papel, assinados digitalmente pelo

Oficial.

0

FUN.1QE.07
Geração do

número da

matrícula

No momento da Ia qualificação eletrônica de uma matrícula, DEVE ser gerado seu novo

número de referência:

• Livro 2: Manutenção do número da matricula com acréscimo de prefixo e dígito de

controle;

0

Título Versão Classificação Página

PROJETO SREl: PA 1.9.5-

Requisitos para Software SREl
V1.2.M2 LSI-TEC:Restrito 52/71



Processo:^^_âi^__
Folha:,. .

Func:_

amü
i IMnqroveit Teeptslô.-!*

• Livro de transcrição: Geração de novo número de matrícula;

• Migração de circunscrição: Geração de novo número de matrícula.

FUN.1QE.08 Confirmação de

encerramento da

matrícula ou

transcrição nos

livros em papel

0 sistema do cartório DEVE requisitar ao operador uma confirmação sobre a realização da

averbaçâo do encerramento do registro no livro 2 ou no livro de transcrição, para dar

continuidade ao processo.

Este evento DEVE ser registrado como um evento do sistema associado ao pedido de

registro.

0

FUN.1QE.09 Validações

automáticas

Quando possível, o sistema do cartório DEVE realizar validações automáticas de

consistência do pedido, como, por exemplo, CPF, CNJP, etc.

0

3.4.8 Qualificação e análise

Referência Requisito Origem Descrição P

FUN.QE.01

Informações

disponíveis ao

operador

0 sistema do cartório DEVE disponibilizar ao operador o seguinte conjunto mínimo de

informações para análise:

• Ocorrências de contraditório;

• Dados do pedido;

• Título e documentos de suporte, incluindo os dados extraídos de tais documentos;

0
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• Matrículas envolvidas no pedido;

• Resultado de consultas externas automáticas;

• Análises anteriores (notas de exigência emitidas, protótipos de atos elaborados,

protótipos de registro de matrícula eletrônica);

• Anotações realizadas pelos operadores;

FUN.QE.02
Histórico de

análises anteriores

0 sistema do cartório DEVE manter a base histórica do resultado das análises sobre

matrícula eletrônica (anotações, regularizações de valores, exame e cálculo requisitados

anterior).

0

FUN.QE.03 Roteiro de

qualificação e

análise

0 sistema do cartório DEVE suportar a configuração de roteiros de qualificação e análise,

para auxiliar do procedimento de qualificação e análise de pedido.

0

FUN.QE.04 Marcação de

atividades do

roteiro realizadas

0 sistema do cartório DEVE suportar a marcação de atividades realizadas pelos

operadores, referentes ao roteiro de qualificação e análise.

R

FUN.QE.05

Modelos de atos

pré-definidos

0 sistema do cartório DEVE permitir a configuração de modelos de atos estruturados pré-

definidos.

0 sistema do cartório DEVE permitir a visualização e seleção de modelos de atos pré-

definidos para a geração de atos.

Caso seja necessária da prática de um ato que não tenha modelo de ato pré-definido, o

0
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Processo:
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Func: .

5

sistema do cartório DEVE permitir a seleção de um modelo de ato genérico.

1
FUN.QE.06

1

Relação de imóveis

e pessoas

relacionadas ao

pedido

0 sistema do cartório DEVE permitir a geração da relação de imóveis e pessoas

relacionadas ao pedido, a fim de facilitar a geração dos atos a serem praticados.

R

FUN.QE.07 Redação de

declaração de

exame e cálculo

0 sistema do cartório DEVE permitir a redação da declaração de exame e cálculo. 0

FUN.QE.08 Protótipo do ato

gerado na

qualificação do

pedido de exame e

cálculo

0 sistema do cartório DEVE permitir a geração do protótipo do ato no caso de pedido de

exame e cálculo. Este protótipo de ato deve ser mantido no sistema para auxílio em um

futuro pedido de registro.

R

•

FUN.QE.09

Geração do

protótipo do

resultado do pedido

0 sistema do cartório DEVE suportar a geração dos protótipos do resultado do pedido

(parecer da análise legal):

• Conjunto de atos e registro eletrônico da matrícula;

• Nota de exigência;

• Declaração de exame e cálculo;

0 sistema do cartório DEVE requisitar a assinatura dos protótipos do resultado pelo

funcionário responsável pela análise do pedido, antes do encaminhamento de sua

0
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aprovação.

FUN.QE.10

Aprovação dos

protótipos do

resultado do pedido

0 sistema do cartório DEVE apresentar ao operador do cartório autorizado para aprovação

de pedidos, os protótipos do resultado do pedido:

• Conjunto de atos e registro eletrônico da matricula;

• Nota de exigência;

• Declaração de exame e cálculo;

0 sistema do cartório DEVE permitir a consulta pelo responsável pela aprovação de todos

os documentos, títulos e informações utilizadas na elaboração dos protótipos do resultado

do pedido.

Caso os protótipos dos resultados do pedido sejam aprovados, o sistema do cartório DEVE

requisitar a assinatura dos resultados pelo responsável. Caso contrário, o pedido retorna

para qualificação e análise.

R

3.4.9 Verificação de valores

Referência Requisito Origem Descrição P

FUN.W.01
Ajustes de valores

0 sistema do cartório DEVE permitir o ajuste do valor devido pelo pedido de registro

aprovado.

0

FUN.W.02 Apuração do valor 0 sistema do cartório DEVE permitir a atribuição de valor para cada ato praticado. 0
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devido conforme as Tabelas de Custas Estadual e local, apurando pela soma o valor total devido.

f
FUN.W.03

L

Apuração de

ajustes

0 sistema do cartório DEVE apresentar, no mínimo, as seguintes situações de ajustes de

valores:

• Valor a ser ressarcido: quando o pedido é entregue ao apresentante e o atendente faz

a devolução da diferença do valor;

• Valor complementado: o sistema do cartório deve interromper o pedido e emitir uma

nota de exigência solicitando o complemento do valor;

• Sem ajustes de valores: o sistema do cartório habilita o pedido para o processo de

liberação.

0

3.4.10 Consultas automáticas

Referência Requisito Origem Descrição P

FUN.CON.01 Processamento

de consultas

automáticas

0 sistema do cartório DEVE identificar automaticamente os pedidos de consultas

passíveis de processamento automático decorrente de registro eletrônico.

0
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3.4.11 Tratamento e suscitação de dúvidas

Referência Requisito Origem Descrição P

FUN.DUV.01 Existência de

suscitação de

dúvida

0 sistema DEVE suportar a anotação de existência de suscitação de dúvida relacionada a

um pedido. Neste caso, o prazo de vigência da prenotação DEVE ser indeterminado.

0 pedido, neste caso, DEVE passar para o estado "aguardando regularização".

0

FUN.DUV.02
Oficio sobre

parecer de dúvida

Quando da recepção do oficio sobre parecer de dúvida, o sistema do cartório DEVE

suportar a inclusão do documento na base de documentos e títulos, sua associação ao

pedido e a anotação do conteúdo do ofício.

0

FUN.DUV.03 Parecer de dúvida

favorável à

continuidade do

registro

Caso o ofício do parecer de dúvida seja favorável à continuidade do registro, o sistema do

cartório DEVE permitir a redefinição do prazo de vigência, com continuidade do processo

de registro.

0

FUN.DUV.04 Parecer de dúvida

mantém a

exigência

Caso o ofício do parecer de dúvida mantenha a exigência, o sistema DEVE permitir a

redefinição do prazo de vigência para regularização e a continuidade do processamento do

pedido de registro.

o
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Controle do prazo de prenotaçâo

'

Processo: V±2J^C-l--~-
JFunc: U\J

Referência Requisito Origem Descrição P

FUN.PRZ.01 Alteração do prazo

para prenotaçâo

0 sistema do cartório DEVE permitir a alteração do prazo de prenotaçâo através de

interface de operação interna do cartório, permitida somente para o Oficial

0

FUN.PRZ.02 Encerramento do

pedido por decurso

de prazo

0 sistema do cartório DEVE encerrar automaticamente todos os pedidos que sofrerem

decurso de prazo.

0

FUN.PRZ.03
Prorrogação de

Prenotaçâo

Para prorrogação de prenotaçâo, sistema do cartório DEVE requisitar ao operador a nova

data e o motivo da prorrogação de prazo e, também, documento ou títulos relacionados.

Tais informações e documentos DEVEM ser mantidos pelo sistema do cartório.

0

3.4.13 Consultas internas ao sistema

Referência Requisito Origem Descrição P

FUN.CON.01 Consultas internas

de informações

0 sistema do cartório DEVE disponibilizar funcionalidade de consulta de informações

somente aos operadores do cartório e de acordo com o perfil do usuário.

0

FUN.CON.02 Parâmetros da

consulta

0 sistema do cartório DEVE suportar, no mínimo, consulta de informações, na base dos

livros eletrônicos, a partir dos seguintes parâmetros:

0
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Processo:, > 1/3 f> c((
Folha: SS-Ll

• Número da matrícula;

• Qualificação pessoal, incluindo nome, RG, CPF, data de nascimento;

• Endereço do imóvel;

• Nome dos cônjuges.

FUN.CON.03

Dados retornados

da consulta de

imóvel

No resultado da consulta de um determinado imóvel na base dos livros eletrônicos, o

sistema do cartório DEVE retornar, no mínimo, os seguintes dados presentes na matricula

eletrônica, seja da situação atual quanto das situações anteriores:

• caracterização do imóvel (localização, medidas, confrontações, cadastro municipal ou

CCIR);

• situação do imóvel, incluindo os detentores de direitos reais e a existência ou não de

ônus;

Tais dados DEVEM ser apresentados ao operador em campos estruturados.

0

FUN.CON.04

Dados retomados

da consulta de

pessoa

No resultado da consulta de uma determinada pessoa na base dos livros eletrônicos, o

sistema do cartório DEVE permitir que os seguintes atributos sejam apresentados na

consulta:

• identificação (CPF, CNPJ ou RIC);

• endereço;

• Nacionalidade;

• regime de bens;

0
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• eventual existência de pacto antenupcial.

FUN.CON.05

1

Validação da

integridade dos

dados retornados

na consulta

Caso a consulta não seja realizada diretamente no Livro Eletrônico, o procedimento de

busca DEVE validar a consistência e integridade destes dados junto aos livros eletrônicos,

para verificar se não houve adulteração na de dados

0

FUN.CON.06
Inconsistências

detectadas

Caso inconsistências sejam detectadas, o sistema do cartório DEVE gerar anotação do

evento (log) e gerar alertas ao operador para que possam ser tomadas as medidas

necessárias.

0

3.4.14 Geração do protótipo do resultado do pedido

Referência Requisito Origem Descrição P

FUN.PRP.01 Verificação de

existência de

contraditório

No processamento do pedido de certidão, exame e cálculo e registro, o sistema de cartório

DEVE sempre verificar a existência de contraditório eletrônico.

0

FUN.PRP.02 Pedido de certidão

com contraditório

encontrado

Em casos de pedidos de certidão com existência de contraditório, o sistema do cartório

DEVE permitir ao operador do cartório inserir no protótipo da certidão a informação sobre a

existência de contraditório.

0

, FUN.PRP.03 Geração do 0 sistema do cartório DEVE suportar a geração dos protótipos da certidão. 0
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protótipo da

certidão

0 sistema do cartório DEVE requisitar a assinatura dos protótipos do resultado pelo

operador do cartório responsável pela elaboração da certidão.

FUN.PRP.04 Pedido de exame e

cálculo com

contraditório

encontrado

Em casos de pedidos de certidão com existência de contraditório, o sistema do cartório

DEVE permitir ao operador do cartório inserir, no protótipo da nota de exame e cálculo, a

informação sobre a existência de contraditório.

0

FUN.PRP.05 Geração do

protótipo da nota

de exame e cálculo

0 sistema do cartório DEVE suportar a geração do protótipo da nota de exame e cálculo.

0 sistema do cartório DEVE requisitar a assinatura do protótipo da nota de exame e cálculo

ao operador do cartório responsável pela análise.

0

FUN.PRP.06

Geração do

protótipo do

registro

0 sistema do cartório DEVE suportar a geração dos seguintes protótipos: conjunto de atos,

registro eletrônico (registro eletrônico da matrícula ou registro no livro 3) e certidão

(certidão da matrícula ou certidão de pacto antenupcial) ou nota de exigência.

0 sistema do cartório DEVE requisitar a assinatura dos protótipos ao operador do cartório

responsável pela análise, antes do encaminhamento de sua aprovação.

0

FUN.PRP.07
Desmembramento

Em um desmembramento, o pedido de registro DEVE resultar, quando bem sucedido, na

emissão somente da certidão da matrícula de origem ou da nota de exigência.

R
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3.4.15 Liberação do pedido

•feitoc «g br

Processo: W3 &$ I
Folha:.
Func: .

2M
é£j

Referência Requisito Origem Descrição P

FUN.LP.01 Restrição da

atividade de

aprovação de

pedido

0 sistema do cartório DEVE restringir a atividade de aprovação de pedidos somente aos

perfis ou operadores autorizados para realizar esta atividade.

0

FUN.LP.02

Aprovação da

certidão eletrônica

0 sistema do cartório DEVE apresentar ao operador do cartório autorizado para aprovação

de pedido o protótipo da certidão.

Caso o protótipo da certidão seja aprovado, o sistema do cartório DEVE requisitar a

assinatura da certidão pelo operador do cartório autorizado. Caso contrário, o pedido de

certidão retorna para análise. Neste caso, o sistema DEVE permitir a inclusão de

anotações contendo o motivo da reprovação.

A partir deste momento a certidão DEVE estar disponível para retirada pelo solicitante.

Caso, na retirada, a certidão seja solicitada em papel, o sistema DEVE oferecer a

possibilidade da emissão da certidão em papel.

0

FUN.LP.03

Aprovação da nota

de exame e cálculo

0 sistema do cartório DEVE apresentar ao operador do cartório autorizado para aprovação

de pedido o protótipo da nota de exame e cálculo.

Caso o protótipo da nota de exame e cálculo seja aprovado, o sistema do cartório DEVE:

• Realizar a última verificação de existência de contraditório (verificação do contraditório

0
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eletrônico, ou seja, contraditório relacionado a um pedido recente);

• Requisitar a assinatura da nota de exame e cálculo pelo operador do cartório

autorizado. Caso contrário, o pedido de exame e cálculo retorna para análise.

A partir deste momento a nota de exame e cálculo DEVE estar disponível para retirada

pelo solicitante. Caso, na retirada, a certidão seja solicitada em papel, o sistema DEVE

oferecer a possibilidade da emissão da certidão em papel.

FUN.LP.04

Aprovação do

registro

0 sistema do cartório DEVE apresentar ao operador do cartório autorizado para aprovação

de pedido de registro, os protótipos resultantes do processamento do pedido.

Caso o conjunto de protótipos seja aprovado, o sistema do cartório DEVE:

• Realizar a última verificação de existência de contraditório (verificação do contraditório

eletrônico, ou seja, contraditório relacionado a um pedido recente);

• Requisitar a assinatura do registro eletrônico (conjunto de atos e nova situação jurídica

do imóvel) e da certidão da matrícula pelo operador do cartório autorizado:

Caso nâo seja aprovado, o pedido de registro retorna para a fase de análise.

Em caso de aprovação, o resultado do pedido (certidão da matrícula ou nota de exigência)

DEVE estar disponível para retirada pelo solicitante. Caso, na retirada, a certidão ou da

nota seja solicitada em papel, o sistema DEVE oferecer a possibilidade da emissão da

certidão em papel.

0

FUN.LP.05 Versões de imóveis

e pessoas

0 sistema do cartório DEVE gerar, para cada registro aprovado, versões de imóvel e/ou de

pessoas na base eletrônica de um registro de ato praticado.

0
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*\4.16 Entrega do pedido

Referência Requisito Origem Descrição P

FUN.EP.01

Contra-recibo

eletrônico do

resultado do pedido

0 sistema do cartório DEVE tratar recebimento do contra-recibo eletrônico encaminhado

pelo SAEC, no momento da retirada do resultado do pedido pelo solicitante.

0 sistema do cartório DEVE armazenar o contra-recibo eletrônico na base de títulos e

documentos e anotar este evento no Livro eletrônico Protocolo Geral.

0

FUN.EP.02

Entrega presencial

de pedido

0 sistema do cartório DEVE fornecer uma interface para que o atendente possa gerar o

contra-recibo em papel para ser assinado pelo solicitante.

0 sistema do cartório DEVE anotar o evento de entrega do resultado do pedido em papel,

possibilitando o encerramento do pedido.

0

3.4.17 Interação com SAEC

Referência Requisito Origem Descrição P

FUN.SAE.01 Interface com

SAEC

0 sistema do cartório DEVE suportar a especificação de interface com o SAEC, conforme

normalização do comitê gestor do SREl.

0
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FUN.SAE.02

Interações SAEC

para SC

0 sistema DEVE suportar as seguintes entre o SAEC e o Sistema do Cartório:

Requisições geradas pelo SAEC ao Sistema do Cartório:

• SolicitarPedido(PrototipoPedido): Requisita ao sistema do cartório a geração de um

pedido. 0 SC retorna estado do processamento e, em caso de sucesso, o número do

pedido;

• AcompanharEstadoPedido():

• CancelarPedidofj:

• RegularizarPedido();

Requisições geradas pelo Sistema do Cartório ao SAEC:

• NotificarResultadoPedido(): Resultado do pedido ou nota de exigência;

• CadastrarUsuário(): Requisição do sistema do cartório para cadastro de usuário no

SAEC para possibilitar o acompanhamento do pedido. Deve ser informado o nome,

endereço de e-mail do usuário e CPF.

Além destas, existem outras interações específicas relacionadas a interações com

convênios (oficio, penhora e indisponibilidade, etc).

0

FUN.SAE.03 Notificação sobre

existência de nota

de exigência

0 sistema do cartório DEVE notificar o SAEC sobre a existência de nota de exigência. 0

FUN.SAE.04 Notificação sobre 0 sistema do cartório DEVE notificar o SAEC sobre a existência de pedido pronto. 0
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pedido pronto

3.5 Documento eletrônico

Referência Requisito Origem Descrição P

DE.01 Representante
digital: matriz digital
pura

CONARQ 0 SREl DEVE gerar os representantes digitais aderentes aos formatos definidos para
matriz digital pura normalizados pelo comitê gestor do SREl.

0

DE.02 Representante
digital: Derivada de
acesso

CONARQ 0 SREl PODE gerar derivadas de acesso para otimizar a visualização dos documentos
eletrônicos. Neste caso, DEVE ser aderente aos formatos definidos para derivada de

acesso normalizados pelo comitê gestor do SREl.

0

DE.03 Representante
digital: Visualização

0 SREl DEVE ser capaz de visualizar todos os formatos de representante digital definidos
pelo comitê gestor do SREl.

0

DE.04

I

Representante
digital: Metadados

CONARQ 0 SREl DEVE gerar os metadados específicos de representante digital:

o Dimensão física do original;

o Responsável pela criação;

o Formato do arquivo;

o Dimensão em pixel;

o Profundidade de cor;

o Modo de cores;

o Resolução linear;

o Tamanho do arquivo.

0
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DE.05 Assinatura digital
de documento

eletrônico

ICP-Brasil 0 SREl DEVE gerar assinatura digital de documento eletrônico aderente aos formatos e
estrutura de atributos normalizados pelo comitê gestor do SREl.

0

DE.06 Livros eletrônicos 0 SREl DEVE gerar os seguintes livros eletrônicos aderente à normalização do comitê
gestor do SREl:

o Livro eletrônico de matrículas;

o Livro de registro auxiliar

o Livro protocolo geral.

0

DE.07 Documento

natodigital que
compõe o livro

0 SREl DEVE gerar os seguintes documentos natodigitais que compõem os livros
eletrônicos aderentes à normalização do comitê gestor do SREl:

o Termo de abertura de livro;

o Termo de encerramento de livro;

o Registro de matrícula eletrônica;

o Registro auxiliar;

o Registro de protocolo geral.

0

DE.01 Documento

eletrônico para os
solicitantes

0 SREl DEVE gerar os seguintes documentos eletrônicos aderentes à normalização do
comitê gestor do SREl:

o Certidão eletrônica da matrícula;

o Outras certidões;

o Nota de exigência;

o Nota de exame e cálculo.

0

DE.08 Demais arquivos
eletrônicos

0 SREl DEVE gerar os arquivos natodigitais aderentes aos formatos normalizados pelo
comitê gestor do SREl

0

DE.09 Metadados para
SREl

0 SREl DEVE gerar os seguintes metadados para qualquer documento eletrônico
(representante digital ou natodigital):
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• Identificador do documento (e-ARQ Brasil);

• Número do documento (e-ARQ Brasil)

• Número do pedido (quando existir um número de pedido associado).

• Localização física (somente quando for um representante digital).

DE.10 Metadados para
descrição
arquívística

NOBRADE 0 SREl DEVE gerar metadados para os elementos de descrição arquívística aderentes à
normalização do comitê gestor do SREl

R

DE.11 Metadados e-ARQ e-ARQ Brasil Conforme requisito estabelecido pelo e-ARQ Brasil, o SREl DEVE gerar metadados para
as seguintes entidades relacionadas a um documento digital:

o Documento;

o Classe do documento: refere-se aos diversos níveis de agregação do plano de
classificação (classes, subclasses, grupos e subgrupos) que são organizados de

forma hierárquica.

o Evento de gestão;

o Agente;

o Componente digital;

o Evento de preservação.

R
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